
MicroHealth ensures the 24x7/365
operations of TIMS, which includes
managing the data center hosting
facility space, environmental
controls, utilities, and facility
management.

MicroHealth’s duties include adhering to cyber
security policies, conducting compatibility and
security failure analysis, maintaining DOD
accreditation, tracking and implementing patch
releases, performing cyber security scans, and
ensuring Risk Management Framework (RMF)
Systems Security Plan compliance.

DHMS Testing
Infrastructure
Managed Services
DOD | DEFENSE HEALTH AGENCY | TRICARE

Let’s do more,
together.



DHMS DATA CENTER SNAPSHOT
Logical implementation for the Data Center
Air gap separation between ‘.com’ and ‘.mil’
4,480-Cores with 57TB of Memory
500TB of Storage
1TB of Backbone Networking
275GB of Tape and Disk Backup
Total contracts value over $12M

THE WHAT
Manage secure testing environments
Provide cybersecurity and technical
expertise
IT asset management and configuration
control
Provide Infrastructure (IaaS), Facilities
(FaaS), Platform (PaaS), and Software
(SaaS) services

THE WHY
Effective TIMS management ensures
cutting-edge support for DOD and VA
clinicians
Enhanced operations and security expedite
health services for military families

TESTING | CYBERSECURITY | FACILITY MANAGEMENT

MicroHealth, LLC is a service-disabled, veteran-owned, SBA 8(a) small
business specializing in IT-related solutions in the federal health space.

www.microhealthllc.com
info@microhealthllc.com

Our Work in Action 

DHMS Testing
Infrastructure Services 


